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NOTICE OF PRIVACY PRACTICES 
THIS JOINT NOTICE OF PRIVACY PRACTICES DESCRIBES HOW MEDICAL INFORMATION  

ABOUT YOU MAY BE USED AND DISCLOSED, AND HOW YOU CAN GET  
ACCESS TO THIS INFORMATION.  PLEASE REVIEW IT CAREFULLY. 

 
 
Hayes Green Beach Memorial Hospital 
(“Hospital”) participates in an organized 
health care arrangement with the physicians, 
allied health professionals, and other health 
care practitioners and entities who provide 
health care services to patients at this 
Hospital and at the Hospital’s AL!VE facility.  
This Joint Notice will be followed by all 
participants in the organized health care 
arrangement including all facilities providing 
health care services run by the Hospital, all 
departments and units of the Hospital, the 
Hospital’s workforce (including all employees, 
students, volunteers and other workforce 
members) and all physicians, allied health 
professionals, and other health care 
practitioners who are not agents or employees 
of the Hospital but who provide services and 
treatment to patients at the Hospital or its 
facilities.  
 
Patient Health Information 
We keep records of the care and services you 
receive at the Hospital and its facilities.  Under 
federal law, your patient health information is 
protected and confidential.  Patient health 
information includes information about your 
symptoms, test results, diagnosis, treatment and 
related medical information.  We need these 
records to provide you with quality care and to 
comply with certain legal requirements.   

We recognize that the privacy of your health 
information is very important to you.  We are 
committed to protecting the confidentiality of 
your health information. 
 
When we use or disclose your health 
information, we will make reasonable efforts to 
limit the use or disclosure to the minimum 
necessary to accomplish the intended purpose 
of the use or disclosure. 
 

Our Legal Duties 
We are required by law to maintain the privacy 
of your health information, provide you with our 
Joint Notice of Privacy Practices (“Notice”), 
follow the terms of the Notice that is currently in 
effect, and notify you of a breach of your 
unsecured health information.   

This Notice describes some of the ways in which 
we may use and disclose your health 
information.  It also describes your rights and 
certain obligations we have regarding the use 
and disclosure of your health information. 

How We Use Your Patient Health Information 
We use health information about you for 
treatment, to obtain payment and for health care 
operations, including administrative purposes 
and evaluation of the quality of care that you 
receive.  Under some circumstances, we may be 
required to use or disclose the information even 
without your consent. 
 
Examples of Treatment, Payment and Health 
Care Operations 
The following categories describe different ways 
in which we may use and disclose your health 
information.  This list is not exhaustive. 
 
Treatment.  We may use and disclose your 
health information to diagnose and assess your 
health condition and provide you with medical 
treatment or services as well as to coordinate 
further management of your care and provide 
related services.  We may share your health 
information as needed among physicians, 
nurses, technicians, physical therapists, medical 
students, dieticians and others personnel 
involved in your care.  For example, the surgeon 
who repairs your broken leg may need to 
discuss your rehabilitation with a physical or 
occupational therapist.  This may involve talking 
to physical therapists and others not employed 
by the Hospital.  We may also disclose the 
information to refer you to other health care 
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providers for treatment or to other health care 
providers who are participating in your treatment 
such as physicians, pharmacies, drug or medical 
device experts and home health agencies.  We 
may disclose your health information to family 
members or friends who are helping with your 
care. 
 
Payment.  We may use and disclose your 
health information, as needed, so that we may 
bill and obtain payment for the health care items 
and services we provided to you.  For example, 
we may need to disclose your health information 
to your health plan to obtain authorization before 
providing certain types of treatment.  We will 
submit bills and maintain records of payments 
from your health plan.  We may also disclose 
your health information to a collection agency if 
we are unable to obtain reimbursement from you 
or someone else who is responsible for paying 
for your care.  
 
Health Care Operations.  We may use and 
disclose your health information to conduct our 
standard internal operations.  These activities 
include, but are not limited to, proper 
administration of records, evaluation of the 
quality of treatment, assessing the care and 
outcomes of your case and others like it, for 
patient safety programs, developing clinical 
protocols and guidelines, conducting training 
programs, legal services or auditing, business 
planning and development, employee review 
activities, developing compliance programs, 
licensing and general administrative activities.  
For example, we may use your health 
information to review our treatment and services 
and evaluate the performance of our staff in 
caring for you so that we may learn how to 
improve the quality and effectiveness of the care 
we provide you and our other patients.  We may 
use your health information to create “de-
identified” information which does not include 
any information that identifies you and disclose 
that de-identified information. 
 
Uses and Disclosures 
We may use or disclose identifiable health 
information about you, even without your 
permission for the following purposes: 
 
 Business Associates.  We may share 
your health information with third-party business 
associates who perform various activities for us.  
For example, these business associates may 
include billing services, medical transcriptionists, 

answering services, accountants, information 
technology services, consultants, and attorneys.  
We may disclose your health information to our 
business associates to the extent necessary for 
them to perform the requested services.  The 
business associates are required by law to 
appropriately safeguard your health information. 
 
 Required by Law.  We may use and 
disclose your health information as required by 
law.  For example, we may be required to report 
gunshot wounds, suspected abuse or neglect, or 
similar injuries and events. 
 
 Communications with You about 
Appointments, Refills, Treatments and 
Health Care Benefits and Services.  We may 
use and disclose your health information to 
contact you to remind you of an appointment or 
to refill a prescription.  We may contact you to 
provide you with information that may be of 
interest to you about treatment options or 
alternatives, disease-management programs, 
wellness programs, care coordination, case 
management and alternative settings of care.  
For example, if you are a diabetic, we may send 
you information about how to manage your 
diabetes.  We may contact you by mail, 
telephone or email.  We may leave voice 
messages at the telephone number you provide 
to us or respond to you at an email address you 
provided.  In some cases, we may send you a 
newsletter.   
 
 Individuals Involved in Your Care or 
Payment for Your Care.  Unless you object, we 
may disclose your protected health information 
to a family member, other relative, a close 
personal friend or other person you identify if it is 
directly relevant to the person’s involvement in 
your care or payment related to your care.  We 
may also disclose your information in connection 
with trying to locate or notify family members or 
others involved in your care concerning your 
location, general condition or death.  You will be 
given an opportunity to object to these 
disclosures unless we can infer from the 
circumstances that you do not object or are 
unavailable to object and we determine that it is 
in your best interest to make the disclosure.  
After your death, we may disclose to a family 
member, other relative or close personal friend 
who was involved in your care or payment for 
your health care prior to your death, health 
information that is relevant to such person’s 
involvement unless doing so is inconsistent with 
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any prior expressed preference that you made 
known to us. 
 
 Disaster Relief.  We may use or 
disclose your health information to a public or 
private entity authorized by law to assist in 
disaster relief efforts in order to coordinate 
notifying or assisting in notifying your family, 
personal representative or any person involved 
in your health care of your location, general 
condition or death.  
 
 Facility Directories.  Unless you object, 
we may include your name, room number, 
religious affiliation and general medical condition 
in our hospital directory.  Your room number and 
general medical condition may be disclosed to 
visitors or individuals who call the hospital and 
ask for you by name.  We may also disclose 
your religious affiliation to clergy members who 
inquire.  You may ask not to be included in our 
facility directory in which case we will not be 
able to tell visitors or callers, including friends, 
family, clergy members and flower delivery 
people, that you are a patient here.  In 
emergency situations, we may disclose such 
information in the exercise of our best 
professional judgment. 
 
 Psychotherapy Notes.  Under most 
circumstances, without your written 
authorization, we may not disclose the notes a 
mental health professional took during a 
counseling session.  However, we may disclose 
such notes to the professional who wrote the 
notes in order to treat you, to defend us in a 
legal action you brought against us, for state and 
federal oversight of the mental health 
professional who wrote the notes, to provide 
training for our mental health students, trainees, 
and practitioners, for the purposes of medical 
examiners and coroners, to avert a serious 
threat to health or safety, or as otherwise 
authorized by law. 
 
 Public Health Activities: As required or 
authorized by law, we may disclose your health 
information to certain governmental agencies 
and others for public health activities.  For 
example, we may disclose your health 
information to prevent or control disease, injury 
or disability; to report vital events such as births 
and deaths; for public health investigations; to 
report child abuse or neglect; to report 
information on FDA-regulated products or 
activities; where permitted by law, to notify a 

person who may have been exposed to a 
communicable disease or is at risk of contracting 
or spreading a disease or condition; to report 
information to your employer as required under 
laws addressing work-related illnesses or 
injuries or workplace medical surveillance; and, 
if you are a student or prospective student and 
agree, to a school to prove you received 
required immunizations.  
 
 Health Oversight.  We may disclose 
your health information to a health oversight 
agency for oversight activities that are 
authorized by law.  For example, these health 
oversight activities include audits, investigations, 
licensure of health care professionals or 
disciplinary actions against health care 
professionals, assisting in investigations and 
audits, eligibility for government programs and 
similar activities. 
 
 Lawsuits and Similar Proceedings.  
We may use and disclose your health 
information in the course of a judicial or 
administrative proceeding in response to an 
appropriate subpoena, court order or other 
lawful process.  
 
 Law Enforcement Purposes.  Subject 
to certain restrictions, we may disclose your 
health information for law enforcement purposes 
where required to do so by law.  Such purposes 
include responses to legal proceedings; 
information requests for identification and 
location purposes; information requests about 
crime victims; deaths suspected from criminal 
conduct; crimes occurring at the Hospital or in 
one of our facilities; and medical emergencies 
(not on the premises of the Hospital or its other 
facilities) believed to result from criminal 
conduct. 
 
 Coroners, Medical Examiners and 
Funeral Directors.  We may disclose your 
health information to a coroner or medical 
examiner for the purposes of identifying a 
deceased person, determining a cause of death 
or other duties as authorized by law.  We may 
disclose your health information to funeral 
directors so that they may carry out their duties.   
 
 Organ and Tissue Donation.  If you 
are an organ or tissue donor, we may release 
your health information to organ or tissue 
donation agencies as necessary to facilitate 
organ or tissue donation or transplantation. 
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 Serious Threat to Health or Safety. 
We may use or disclose your health information 
when necessary to prevent or lessen a serious 
imminent threat to your health and safety or the 
health and safety of the public or another 
person.  Such disclosures will be made only to 
persons reasonably able to prevent or lessen 
the threat or as necessary for law enforcement 
authorities to identify or apprehend an individual. 
 
 Victims of Abuse, Neglect or 
Domestic Violence.  We may disclose your 
health information to an authorized 
governmental authority, such as a social 
services agency or a protective services agency, 
if we reasonably believe you are a victim of 
abuse, neglect or domestic violence. 
 
 Research. We may use or disclose your 
health information for approved medical 
research.  For example, a research project may 
involve comparing the health and recovery of all 
patients who received one medication to those 
who received another, for the same condition.  
All research projects are subject to a special 
approval process through an Institutional Review 
Board (“IRB”), which evaluates a proposed 
research project and the manner in which it will 
use health information.  Your health information 
will not be disclosed for research unless the IRB 
first approves the research.  However, we may 
disclose your health information to persons who 
are preparing to conduct a research project to 
help them find patients with specific needs, 
provided that such persons must be present in 
the Hospital or one of its facilities when the 
information is disclosed to them and the 
information is not removed from the Hospital or 
its facilities.  Unless the IRB as permitted by law 
has approved a waiver, we will ask your specific 
permission to use and disclose your health 
information for research purposes. 
 
 Workers’ Compensation.  We may 
disclose your health information as permitted or 
required by laws related to workers’ 
compensation or similar programs providing 
benefits for work-related injuries or illness.      
 
 Military Personnel.  If you are a 
member of the armed forces, we may use and 
disclose your health information as required by 
military command authorities or to determine 
eligibility for benefits from the Department of 
Veteran Affairs.  We may also use and disclose 

health information about foreign military 
personnel to the appropriate foreign military 
authority. 
 
 National Security and Intelligence 
Activities.  Under appropriate conditions, we 
may disclose your health information to 
authorized federal officials if required for special 
investigations or to protect the President, other 
authorized persons or foreign heads of state.  
We may also disclose your health information to 
authorized federal officials for intelligence, 
counter-intelligence or other national security 
activities authorized by law. 
 
 Inmates.  If you are an inmate or under 
the custody of a law enforcement official, we 
may disclose health information to the 
correctional institution or law enforcement 
official.  This disclosure would be necessary  (1) 
for the institution to provide you with health care; 
(2) to protect your health and safety or the 
health and safety of others; or (3) for the safety 
and security of the correctional institution. 
 
 Marketing Communications About 
Health-Related Benefits and Services.  In our 
face-to-face communications with you, we may 
use and disclose your health information without 
your authorization to tell you about health-
related benefits or services that may be of 
interest to you.  We may also use or disclose 
your health information to make other marketing 
communications to you but only if you have 
authorized us to do so.   
 
 Demographic Information for 
Fundraising Purposes.  We may use or 
disclose limited health information about you for 
the purposes of fundraising for our own benefit.  
In case you do not want to receive fundraising 
communications, we will include, in any 
fundraising materials we send to you, a 
description of how you may opt out of receiving 
any further fundraising communications.  We will 
respect any decision you make to opt out of 
such communications. 
 
 State and Other Federal Laws.  We 
will comply with all applicable state and federal 
laws.  For example, under state law, there are 
restrictive limits placed on the disclosure of 
information pertaining to mental health services, 
substance abuse, HIV status and AIDS.   
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Authorizations for Other Uses and 
Disclosures 
As described above, we will use and disclose 
your health information for treatment, payment 
and health care operations purposes and when 
permitted or required by law.  Your advance 
written authorization is required for other uses 
and disclosures of your health information not 
covered by this Notice or covered by the laws 
that apply to us as well as for a sale of your 
health information.  We will not sell your health 
information without your authorization.  If you 
provide us with such an authorization, you may 
revoke the authorization, in writing, at any time.  
If you revoke your authorization, we will no 
longer use or disclose your health information 
for the reasons covered in the written 
authorization.  However, you should understand 
that we are unable to take back any disclosures 
we have already made with your authorization 
and we are required by law to retain records of 
the care that we provide to you. 
 
Your Individual Rights 
You have the rights listed below with regard to 
the health information we maintain about you.  
  
Right to Request Restrictions.  You have the 
right to ask us to restrict or limit the uses or 
disclosures we make of your health information 
for treatment, payment or health care operations 
or to a family member or other person who is 
involved in your care. We will make reasonable 
efforts to comply with your request, but we do 
not have to agree to your requested restriction, 
except if the disclosure is to a health plan for 
payment or health care operations (not 
treatment) and the health information relates 
solely to health care for which the health care 
provider involved received payment in full from 
you or someone (other than a health plan) acting 
on your behalf.  To request restrictions, you 
must send our Medical Records Department a 
written request which describes the information, 
the facility that maintains it, and tell us whether 
you want to limit use or disclosure of the 
information or both and tell us who should not 
receive the restricted information.  If we do 
agree to a restriction, we will comply with your 
request unless the restricted information is 
needed to provide you with emergency 
treatment. 
 
Right to Request Confidential 
Communications.  You have the right to ask us 
to communicate with you about medical matters 

in a certain way or at a certain location.  For 
example, you can request that we only contact 
you on your cell phone, at work or by mail.  You 
can also request that we do not send postcard 
reminders to you about upcoming appointments.  
To request confidential communications, you 
must make a written request to our Privacy 
Officer and the request must specify how or 
where you wish to be contacted.  You do not 
have to tell us the reason for your request.  We 
will accommodate all reasonable requests.  
 
Right to Inspect and Copy.  In most cases, you 
have the right to look at or get a copy of your 
health information that we maintain in a 
designated record set for as long as we maintain 
the information.  A “designated record set” 
contains medical and billing records and other 
records we use to make decisions about you.  
This right does not include the right to look at or 
get a copy of the following records:  
psychotherapy notes, information compiled in 
reasonable anticipation of, or use in, a civil, 
criminal, or administrative action or proceeding, 
or information subject to a law that prohibits 
granting you access to it.  Your request to 
inspect and obtain copies of your health records 
must be submitted in writing, signed and dated, 
to the Medical Records Department.  We may 
charge a small fee for processing your request 
and providing you with copies.  Under certain 
circumstances, we may deny your request to 
inspect or obtain a copy of your records.  For 
example, if your physician believes accessing 
your records would harm you, we would deny 
your request.  If we deny your request, we will 
provide a reason for our denial and tell you 
whether our reason for making such a denial is 
reviewable.  If the reason is reviewable, you may 
appeal the denial.   
 
Right to Amend.  If you believe information in 
your records maintained by us is incorrect or 
important information is missing, you have the 
right to request that we correct the existing 
information or add the missing information for so 
long as the information is kept by or for the 
Hospital.  Your request for an amendment must 
be made in writing, signed, dated and delivered 
to the Medical Records Department.  It must 
describe the records that you wish to amend and 
give the reason for your request.  We may deny 
your request; if we do, we will explain our 
reasons for the denial and your options for 
appealing our decision. 
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Right to an Accounting of Disclosures. You 
have the right to request an accounting of 
certain disclosures we have made of your health 
information.  This right is subject to certain 
exceptions.  For example, it excludes 
disclosures made for treatment, payment or 
health care operations or disclosures to you or 
pursuant to a written authorization.  It also 
excludes disclosures made to a facility directory, 
to persons involved in your care, for national 
security or intelligence purposes, to correctional 
institutions or law enforcement officials, and for 
other reasons.  In addition, we may suspend 
your right to receive an accounting of 
disclosures if required to do so by a health 
oversight agency or law enforcement official for 
the period of time specified by such agency or 
official.   
 
Your request for an accounting of disclosures 
must be submitted in writing, signed and dated, 
to our Medical Records Department.  It must 
include the time period of the disclosures and 
should specify whether you want the list of 
disclosures provided on paper or electronically.  
The first list you request within a 12 month 
period will be free.  For additional lists, we may 
charge you for the cost of producing the list. 
 
Right to a Paper Copy of this Notice.  You 
have the right to obtain a paper copy of this 
Notice at any time.  Even if you have agreed to 
receive this Notice electronically, you are still 
entitled to a paper copy.  You may receive a 
copy of this Notice at any of our facilities or by 
calling our Privacy Officer at 517-543-1050, 
extension 1314.  You may also view this Notice 
on our website at www.hgbhealth.com. 
 
Our Breach Notification Obligation.  We are 
legally required to notify you if there is a breach 
of your unsecured protected health information.  
We are required to notify you by first class mail 
(sent to the last address you have given us) or 
by email (if you have authorized in writing that 
you prefer email communications) of such 
breaches. In addition to notifying you, we will 
also report the breach to the Secretary of the 
U.S. Department of Health and Human Services 
and, where required by law, to media outlets. 
 
Changes to this Notice 
We reserve the right to change the terms of our 
Joint Notice of Privacy Practices at any time and 
to make the new Notice provisions effective for 
all health information that we maintain.  We will 

post a copy of the current Notice in the Hospital 
and on our website at www.hgbhealth.com. 
 
Complaints 
If you are concerned that we have violated your 
privacy rights, or if you disagree with a decision 
we have made about your records, you may file 
a written complaint with our Privacy Officer at 
the address listed below or with the Secretary of 
the United States Department of Health and 
Human Services. 
 
You will not be penalized in any way or 
retaliated against for filing a complaint. 
 
Contact Person 
If you have any questions, requests, or 
complaints, please contact: 
 

Privacy Officer 
321 E Harris Street 
Charlotte, MI 48813 
517-543-1050, extension 1316 
 
Medical Records Department 
321 E. Harris Street 
Charlotte, MI 48813 
517-543-1050, extension 1524 

 
 
Independent Practitioners 
The hospital, staff-privileged physicians, allied 
health professionals and other health care 
practitioners who are not agents or employees 
of the Hospital and who are providing care to 
you through the Hospital have entered into this 
joint notice of privacy practices in order to inform 
you of your rights under HIPAA regarding care 
rendered at the Hospital and its facilities.  This 
Notice does not create any type of agency 
relationship between the hospital and the 
physicians, allied health professionals and other 
health care practitioners who are not agents or 
employees of the Hospital but practice at the 
Hospital or its facilities.  Such physicians, allied 
health professionals and other health care 
practitioners are independent and have full 
control and responsibility over decisions related 
to the practice of medicine and the uses and 
disclosures of your protected health information.  
These independent practitioners may also give 
you other privacy notices that describe their 
office practices. 
 
Effective Date: The effective date of this Notice 
is September 23, 2013. 
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